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Integrated Financial Management System: 

An important but limited anti-corruption tool
Since the early 1990s, governments around the world have been executing major initiatives in order to take advantage of  the potential of emerging information and communication technology.  Integrated financial management systems (IFMS) are, one of the most popular government ICT-based initiatives. IFMSs enhances effectiveness and transparency of the system by computerizing the process in which public financial resources are managed. However, the results from international experience with IFMS, including the World Bank’s, have been so far quite mixed. While some countries managed to improve transparency of their public financial management process, many other countries found that their reforms have been less than fully successful in combating corruption.
In this presentation, I’d like to discuss 1) a brief history of public financial management information system projects funded by the Bank, and 2) lessons learned from the past experiences including the role and limitations of ICT in combating corruption in public expenditure management. In short, I would suggest to you that IFMS, like other e-government applications, should be seen as a tool rather than an objective. Even though IFMS can be a powerful tool if rightly designed and implemented, it is quite expensive, cannot by itself influence much, and may not be an optimal anti-corruption tool for certain cases. Indeed, I would posit that anti-corruption is an ancillary benefit of IFMS, rather than a primary reason for embarking on IFMS.

· An Integrated Financial Management System (IFMS)

An integrated financial management system  (IFMS) consists of several sub-systems, which plan, process, and report public financial resources. The basic sub-systems normally include accounting, budgeting, cash management, debt management and related core treasury systems. In addition to this basic set of core sub-systems, countries have often chosen to enhance their IFMS with non-core sub-systems, such as revenue collection (tax and customs), procurement management (often called eProcurement), asset management, human resource and payroll systems, and pension and social security system.

Different from the legacy system of public financial management, where each component is rather unconnected and isolated – most notably budgeting and accounting system -  IFMS ‘integrates’ the whole system using a common database (or several interconnected databases) and all financial data among sub-system flows through this database. This single-database integration allows the user to improve over the legacy system by 1) avoiding redundant data storage, 2) keeping the data up-to-date, 3) recording data only once, and 4) reducing the number of system interfaces to a minimum. More importantly, integrated systems or easily reconciled systems allow for automated identification of exceptions to normal operations, patterns of suspicious activity, and automated cross-referencing of personal or vendor identification numbers for fraud.

· Mixed Results with Bank’s Experience with IFMS reforms

Since the late 1980’s, the Bank has funded financial management information system (FMIS) projects as part of larger government reforms or as a stand-alone project in more than 27 countries totaling US $ 1.1 billion
. The project participants have hoped that emerging technology would make their public financial management procedures more transparent and efficient.  

However, integrating public financial management system is quite a challenging task, and requires multiple conditions to be satisfied for successful implementation and long-term sustainability. The level of complexity of FMIS is much higher than other ICT-based government reforms due to inherent complication of public financial management system. It involves not only Ministry of Finance but also almost all line ministries and their multiple spending units. Interactions among these organizations are multifaceted and often inefficient and opaque.  As a result, the outcomes from these FMIS projects are quite mixed.

As you can see in the slide, about 65% of Bank’s FMIS projects have not rated successfully in at least one of the evaluation criteria (outcome, sustainability, and institutional development impact), and this 60% failure rate is close to the average rate (60%) of ICT-based government initiatives in US according to Information Week
.

· How FMIS Enhances Transparency?

As noted above, an ideal IFMS can provide: 

· automated identification of exceptions to normal operations, 

· patterns of suspicious activity, 

· automated cross-referencing of personal or vendor identification numbers for fraud

· cross-references of asset ownership (e.g. land registry) with tax return entries for local tax payments, identifying scofflaws;

· cross-reference public benefit payments with both birth and death records or a national identification number to identify fraud;

· identification of ghost workers. It might allow comparison of average costs for standardized goods and services purchased by the government to detect contract fraud, excessive payments, etc. ;

· cross reference asset inventories with equipment purchases to detect theft;

· automate and strengthen cash disbursement rules to minimize risk of theft of public funds.

But, these examples point to the very shortcomings of the system. It assumes the corruption is detectable, systems are in place to pursue remedial action where cases of actual corruption have been identified, and it assumes institutional incentives will favor accurate data entry.

With respect to the first point, much of what we know as corruption is outside of IFMIS. Abuse of office, where employees take bribes for performing public duties or for special consideration, is outside IFMIS. The transaction never enters the system, and wouldn’t. Even where theft of public funds is occurring, and IFMIS is instituted, it is likely to push the corruption into the shadows of abuse of office.

With respect to systems, it may assume a single taxpayer identification number exists, or can be readily created. In Argentina, there were numerous national identifiers, each covering different segments of the population, each with a legacy system unable to easily communicate with one another. While an IFMIS could help, Argentina had an IFMIS, but it did not. The political dynamics of which agencies identifier to use, and whether one identifier should even exist across the country, hampered progress.

With respect to remedial action, it is a very great assumption that the justice system in a country is working well enough to follow-up on identified cases of fraud, waste or abuse. There needs to be trained investigators who can take the initial suspicions and confirm or deny them and subsequently refer for prosecution (and an incentive to do so, in the face of local power elites), executive branch officials willing to allow detection and referral for prosecution, and courts willing and able to hold timely, fair trials, etc.

And, it assumes that, data entry and incentives for accurate recording are present. One of the most common problems with IFMSs is their failure to integrate with work routines, often informal, with the result that the IFMIS provides incomplete, inaccurate, untimely data. 

The frequent assumption that an IFMIS provides  comprehensive, reliable, and timely public financial information to stakeholders such as Auditor-General, Parliament, investigative and prosecutorial agencies and watchdog civil society, is more myth than reality. And even if the data is provided, the assumption that the recipient will understand the data, be able to access it and process it meaningfully, is often a stretch. 

For example, it commonly cited that agency financial reports were prepared and delivered in a very unclear, unreliable and, in most cases, untimely manner. What can an IFMIS do? It can expedite printing of reports and transmission of data. But does it mean the reports are complete? Reliable? Not in itself. It is not a sufficient condition . The human systems underlying and surrounding the technology are more important. 

The increased information may not facilitate internal and external audits, but nonetheless may have some effect on some types of corruption. The potential for greater transparency and potentially higher probability of detection of corruption can create a perception among public servants and politicians that they face a higher risk, and that perception may lead to changes in behavior. Now, whether this is a sustained change in behavior depends on whether the IFMIS can be integrated as a tool and fully exploited, or whether it remains a jumble of partial data, imperfectly used, and less than satisfactory. In the latter case, the initial positive deterrent effect is likely to fade, especially as staff become more comfortable with technology, realizing its limits.

One fear I have is that a focus on IFMIS can be seen as the answer when it is the underlying human systems and institutions and capacities and incentives that drive corruption. Focusing in technological solutions may lead to less attention to these underlying systems, when the reverse it true. In Peru, despite a modestly functioning control framework, IFMIS could not prevent high-level corruption. But, the bulk of corruption seems to have occurred outside the IFMIS – in the two Ministries kept out of the system. And, even if the IFMIS had been in place in these agencies, it would not have stopped the largest source of corruption.

Moreover, IFMIS will not prevent high-level corruption, though it might facilitate ex post detection and prosecution. In Yugoslavia, technology and modestly performing control apparatus was not able to prevent the looting of the country under the prior regime. However, the automated payment system --- a economy-wide IFMIS – did aide in ex post detection and prosecution. 

IFMS can also discourage corruption by promoting disclosure through comparability  to highlight weaknesses and exceptions. High-speed computer comparisons of data in  comparable forms can easily produce an  ‘exceptions report’ to provide prompt feedback to managers in areas where exceptions have become an accepted trend. Through the use of IFMS ghost employees, duplicate payments, or excessively high prices for goods and service procured are easily subject to detection and correction. But again, these assume good data across a broader range of areas than a typical and affordable IFMIS can cover. 

· New Corruption Opportunities Associated with IFMS

It is also important to emphasize the risks for new corruption opportunities through the ICT-based financial management system. Simply put, computerization of public financial management process can create new opportunities for corruption by monopolizing information access and control.

Computerization of the system of financial management often requires increased knowledge and skill of ICT in operating and maintaining the system. As a result, it often provides more access for those with required IT skills and denies those without IT skills. This monopolization of information access and control becomes more dangerous in IFMS compared to other e-government applications due to the integrating characteristics of IFMS. 

‘Integration’ of sub-systems of financial management, which is the major source of enhanced transparency and effectiveness in IFMS can, at the same time, be a significant opportunity for corruption as well. Under IFMS, all information from sub-systems, accounting, budgeting, cash management, and debt management (often including payroll and procurement system) is stored and managed in a single database with only a few specialists’ control. 

As we all know too well, excessive monopoly power and discretion facilitate increased levels of corruption within developing country governmental units. And developing countries become much more vulnerable to this type of corruption due to the severe scarcity of qualified ICT professionals and substantial knowledge disparities between those who know and those who don’t.

To make things worse, as pointed out by Richard Heeks
, there seems to exist panoptic vision, a mythical image of computers as  objective, all-seeing, all-knowing machines. While this potential image of computer may cause some staff to refrain from corrupt behavior in ‘almighty’ computerized system, those who understand computers with corrupt motives will not be put off and, to the contrary, take advantage of the vacuum of surveillance. 

· IFMS: A Powerful but Dangerous Anti-corruption Tool

As you may already get the message I want to deliver: integrated financial management system (IFMS), like other e-government applications, has no inherent element related to reducing corruption. Rather it should be seen as a very powerful tool which needs careful handling. Like any other powerful tools, users need to understand fully what it can do and what it can’t do to avoid unnecessary side effect. As potential benefits of IFMS are already mentioned above, it may be useful to point out limitation of IFMS in combating corruption and I think this limitation applies to other types of anti-corruption e-government applications as well.  

As we all know, corruption is a phenomenon rooted in the political and economic circumstances of those involved. While ICT affects appearing symptoms of corruption, it does little to affect the root causes of corruption, especially for corruption of necessary in developing countries as opposed to corruption of greedy. In other words, ICT seems not notably effective in extinguishing the underlying motivation of corrupt behavior, especially for corruption of necessity. Our anti-corruption experiences have shown that people whose official salary is often under subsistence level and includes considerable amount of bribery and kickbacks will eventually find a way around to maintain the same level of income. I do not raise this point to say IFMS is useless in combating corruption. Instead, I’d like to say IFMS can be a powerful tool but with certain limitation.

Final point I’d like to make is that IFMS is a very expensive tool. Initial implementation itself costs multi-million dollars and annual maintenance cost, which people often ignore in measuring their affordability of IFMS, is quite significant. At minimum, the maintenance cost is 10-15% of overall project costs and, in many developing countries’ case, it can be a serious burden once donor funding stops after initial implementation. Of course, the decision whether IFMS’ heavy investment is sensible should be based on comprehensive list of benefits from IFMS such as reduced time and cost in managing public resource, improved macro economic forecasting, and public trust on government. But the expectations need to be realistic. Many of the potential benefits will remain potential.

In conclusion, IFMS’ usefulness as an anti-corruption measure materializes only when implementers are fully aware of its being a powerful tool but with certain limitation and only when it is deliberately and systematically designed and reflecting wider organizational structure and incentive systems, paying careful attention to the ‘soft systems’ the surround the technology.

� This number is based on appraisal estimate budget of financial management component in official project documents. It also includes appraisal budget for on-going projects.
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